
নিরাপদ বাইট

নিরাপদ ইন্টারনেট দিবস

দ্বারা 

ভারতীয় কম্পিউটার জরুরি
প্রতিক্রিয়া দল

আমাদের অনুসরণ
করুন:

বিরতি দিন। ভাবুন। ক্লিক করুন।
সুরক্ষিত ও সুরক্ষিত করার জন্য

ডিভাইস। পরিচয়। তথ্য।
ইন্টারনেটে

@IndianCERT @cert_india



নিরাপত্তা টিপস

সাধারণ ব্যবহারকারীদের জন্য সর্বোত্তম পদ্ধতি

পাবলিক ওয়েবসাইট বা সোশ্যাল মিডিয়ায় ব্যক্তিগত তথ্য শেয়ার
করবেন না।
বিভিন্ন অ্যাকাউন্টের জন্য বিভিন্ন পাসওয়ার্ড  ব্যবহার করুন।
ক্লিক করার আগে ছোট করা URL গুলি প্রসারিত এবং যাচাই করুন।
সাইবার স্বচ্ছতা কেন্দ্র https://www.csk.gov.in/security-tools.html
থেকে বিনামূল্যে বট অপসারণ সরঞ্জাম ডাউনলোড করুন।
শেয়ার করা বা পাবলিক ডিভাইস ব্যবহার করার পরে লগ আউট করুন।

নিরাপদ ইন্টারনেট দিবস

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india



নিরাপত্তা টিপস

অফিস ব্যবহারকারীদের জন্য সর্বোত্তম অনুশীলন

শক্তিশালী পাসওয়ার্ড  ব্যবহার করুন এবং কারো সাথে শেয়ার করবেন
না।
ডেস্ক থেকে বেরোনোর ​​সময় কম্পিউটার লক করে রাখুন।
অজানা ইমেল লিঙ্ক বা সংযুক্তিতে ক্লিক করবেন না।
শুধুমাত্র অফিস-অনুমোদিত সফ্টওয়্যার এবং ওয়েবসাইট ব্যবহার করুন।
সন্দেহজনক ইমেল বা বার্তা গুলি অবিলম্বে আপনার আইটি সুরক্ষা
দলকে জানান।

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট
করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india
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নিরাপত্তা টিপস

মহিলাদের জন্য সর্বোত্তম অনুশীলন

সোশ্যাল মিডিয়া প্রোফাইলগুলি ব্যক্তিগত রাখুন।

অপরিচিতদের কাছ থেকে বন্ধু ত্বের অনুরোধ গ্রহণ করবেন না।

কখনোই কারো সাথে OTP, PIN, বা পাসওয়ার্ড  শেয়ার করবেন না।

অনলাইনে হয়রানি ব্লক করুন এবং অবিলম্বে রিপোর্ট করুন।

অনলাইনে ছবি বা অবস্থান শেয়ার করার সময় সতর্ক  থাকু ন।

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india

নিরাপদ ইন্টারনেট দিবস



নিরাপত্তা টিপস

প্রবীণ নাগরিকদের জন্য সর্বোত্তম অনুশীলন

ব্যাংকিং বিষয়ের তথ্য চাওয়া কল বা বার্তা  বিশ্বাস করবেন না।
সোশ্যাল মিডিয়া চ্যাটের মাধ্যমে প্রাপ্ত কোনও অ্যাপ ডাউনলোড করবেন
না।
শক্তিশালী পাসওয়ার্ড  ব্যবহার করুন এবং কারো সাথে শেয়ার করবেন
না।
"সত্য বলে মনে হয় না এমন" অনলাইন অফারগুলি এড়িয়ে চলুন।
অ্যান্টিভাইরাস সফটওয়্যার ব্যবহার করুন এবং ডিভাইসগুলি আপডেট
রাখুন।

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india
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নিরাপত্তা টিপস

শিশুদের জন্য সর্বোত্তম অনুশীলন

অনলাইনে অপরিচিতদের সাথে মেলামেশা করবেন না।
অনলাইনে অপরিচিত কারো সাথে কখনোই আপনার নাম, স্কুল,
ঠিকানা বা ছবি শেয়ার করবেন না।
অনলাইনে কিছু আপনার অস্বস্তিকর মনে হলে বাবা-মাকে বলুন।
শুধুমাত্র শিশু-নিরাপদ অ্যাপ এবং ওয়েবসাইট ব্যবহার করুন।
অনুমতি ছাড়া গেম বা অ্যাপ ডাউনলোড করবেন না।

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india
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নিরাপত্তা টিপস

বিশেষভাবে সক্ষম ব্যক্তিদের জন্য সর্বোত্তম
অনুশীলন

অ্যাক্সেসিবিলিটি-বান্ধব নিরাপত্তা সরঞ্জাম (স্ক্রিন রিডার, ভয়েস
অ্যালার্ট) ব্যবহার করুন।
অনলাইনে ব্যক্তিগত বা আর্থিক তথ্য শেয়ার করবেন না।
অজানা বার্তা র উত্তর দেওয়ার আগে বিশ্বস্ত ব্যক্তিকে জিজ্ঞাসা
করুন।
সম্ভব হলে শক্তিশালী পাসওয়ার্ড  এবং পাসওয়ার্ড  ম্যানেজার ব্যবহার
করুন।
নিরাপত্তা সমস্যা এড়াতে ডিভাইসগুলি আপডেট রাখুন।

আরও নিরাপত্তা টিপসের জন্য দেখুন: https://www.cert-in.org.in, https://www.csk.gov.in

সাইবার নিরাপত্তা সংক্রান্ত ঘটনাগুলি incident@cert-in.org.in ঠিকানায় রিপোর্ট করুন।

আমাদের
অনুসরণ করুন: @IndianCERT @cert_india
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Security Tools
https://www.csk.gov.in/security-tools.html

csk@cert-in.org.in

Announcements
https://www.csk.gov.in/announcements/index.html

https://www.facebook.com/IndianCERT/
https://twitter.com/IndianCERT 

https://www.instagram.com/cert_india/

https://www.linkedin.com/company/
indiancert-cert-in/
https://youtube.com/@indiancert 

Official social media handles of @IndianCERT

For Collaboration with CERT-In in the area of Cyber Security:
Visit website: https://www.cert-in.org.in
Email: collaboration@cert-in.org.in
                      
Phone: +11-22902600 Ext: 1012, +91-11-24368572
For Trainings/ Awareness programmes:
Email: training@cert-i﻿n.org.in

For reporting Cyber Security Incidents to CERT-In:
Visit website: https://www.cert-in.org.in
Email:  incident@cert-in.org.in
Toll Free Phone: +91-1800-11-4949 
Toll Free Fax: +91-1800-11-6969

Information Desk
Phone: +91-11-22902657

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

https://www.cert-in.org.in/
https://www.cert-in.org.in/

